
Features Lightspeed360 CloudProduct

360 Cloud 
vs. Lightspeed

YesTrue cloud (No agents, no 
appliance)

Yes Yes
• Coverage for iOS devices is limited (e.g. 
only keyword blocking, no logging of 
searches or videos watched)

Filters all device types

Yes Yes
• Individual agent required for each 

platform (iOS, Windows, and Chrome) 
which creates an overall tedious process

• Unmanaged devices such as BYOD and 
Guest network require an appliance

Yes Yes

Easy to set up

Yes YesScalable

Yes NoUnlimited data retention

Yes YesSSL decryption

Seamless SSO

Yes Yes
• Flagged activity notifications only work 

on Chrome and requires customers to 
bring their own keywords

AI-based flagged activity 
notifications for bullying 
and self-harm

Yes Yes
• Requires an appliance for these devices

BYOD, Guest network, 
and unmanaged devices

Yes
• Securly notifications go to delegated 

admin + optionally to 24/7 team
• Notifications to parents coming soon

YesReal-time notifications

Yes Yes
• Lightspeed scans at a browser level 

rather than at server level like Securly 
• Example: Student sends an email from 

their personal email address to a school 
email address at midnight - this will not be 
detected until at least one monitored 
student opens this email the next morning.

Email scanning for signs of 
bullying, self-harm, and 
violence

Yes
• Requires software agents per managed 

device type and an appliance for 
unmanaged devices

Auditor 
(Network-level 

scanning)

Filter



No
• Coming soon

NoVideo scanning

Yes NoNudity detection in Drive 
and email attachments

Yes Yes
• Does not scan documents via Google APIs, 

instead only monitors web-browsing 
activity of docs.google.com at the 
browser level unlike Securly’s 
network-level scanning

Docs and comments 
scanning for signs of 
bullying, self-harm, and 
violence

N/A
• Does not offer a Tipline product

Anonymous tipline for 
reporting suspicious 
activity

Yes

Yes

N/A
• Does not have human monitoring of 

flagged activities

Team of specialists that 
review flagged activity, 
24/7

Yes

N/AMultiple methods of 
communication (Email, 
web submission, app)

Yes

N/A
• Does not offer parental controls

Schools have full control 
over what parents can and 
cannot do

Yes

N/AParents able to set their 
own filtering rules for 
school devices when they 
are at home

Yes

N/AParents able to “pause the 
internet” on school devices 
when they are at home

Yes

N/AParents able to see a live 
activity feed of their child’s 
school device

Yes

N/A24/7 human monitoring of 
tips submitted

Yes

NoConfidence scores

Yes NoHuman-assisted AI

Yes NoPrivacy measures

Yes N/AHuman-assisted sentiment 
analysis AI

No
• Coming soon

NoChat scanning

Home

24

Tipline



YesTeachers ability to monitor 
students’ online activity in 
the classroom

No

Yes

N/A
• Does not offer a visitor management 

system

Self serve sign-ins for 
school visitors with facial 
recognition

Yes

N/AInstant identity checks for 
on-campus visitors plus 
alerting

Yes

N/A
• Does not offer an emergency 

notification system

Emergency notification 
system that allows schools 
to send notifications to 
parents/staff via phone, 
text, email, and push 
notification

Yes

YesWindows support

Yes YesScreen lock

Yes YesRecord activity

Yes
• Chromebooks only

YesLocate lost or stolen 
devices
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N/AParents getting 
notifications for flagged 
activities detected on their 
child’s school device

Yes

YesRemotely push apps to 
devices by OU

Yes

YesRemotely revoke app 
access to devices by OU

Yes

Yes YesWeekly email report

Classroom

MDM

Visitor

Messenger


